
CrashTest WordPress Multisite

Exploring the world of several hundreds of 
plugins and themes in a WordPress multisite beta 
test environment.
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Have a blast with my 
CrashTest WordPress 

Multisite

Over 480 plugins and 
counting as a tech stack

Exploring different 
use-cases

Beta and compatibility 
testing (Core + some 
plugins)

Why?





Theme and Plugin Stack

● Classic and block themes 
● Wide variety of plugins for lots of 

different uses
● Several page builders
● Several multilingual plugins 
● Running beta versions for testing 

purposes
● Some abandoned or outdated
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Quickly test of plugin 
features for specific needs

Increased confidence in 
plugin reliability and 

compatibility

Selecting plugins from the 
stack for new site creation. 
Additional templates and 
patterns collection

Easy export to standalone 
installation using Prime 
Mover plugin

Testing and Site Creation



Security monitoring
● Use of the “WPVulnerability” plugin in this central place
● Identify abandoned plugins or plugin versions with a vulnerability
● → Tells me to find an alternative for the production sites



Multilingual case

● Several sites with different 
multilingual solutions

● Ability to test which one is the best 
for a given project

● Duplicate the specific site for a given 
project (site to then migrate as a 
starting base)



Templates and settings

Easy to have a set of ready to be copied 
settings, for example:

● Fluent Forms in different languages
● Editor patterns to copy/paste
● Site editor designs or export (with the 

“Create Block theme” plugin)
● Settings from miscellaneous plugins to 

export a json or csv from (Simple 
Author Box, Complianz, AI plugins, Loco 
Translate, Happyfiles, 
Snippets/CodeBox, etc)



Relax!



I give you two days :)
Please try to hack it. I would love to know where are the points of 
failure

● Own cloud server on Hetzner, panel by RunCloud
● Hybrid NginX and Apache setup, php 8.0
● Only this site + another test on this server (moved here for 

this presentation)
● Security with WPDefender
● As mentioned earlier, some plugins are outdated/abandoned, 

find a vulnerability and enter ;) 

https://crashtests.virtuaza.com

If you succeed and write “I got in + your name” on the main site 
home page, before Monday November 20, I’ll shoutout on social 
networks, mentioning your skills 

https://crashtests.virtuaza.com


Conclusion

● Having fun! 
● I love to find out the reasons when a 

WSOD appears :) 
● Works in diverse situations
● Proof of performance and compatibility
● Quick test and deployment
● Exploring plugins features
● Readymade sites and templates to 

export
● Continued experimentation and learning



Thank you for your time 😊
Contact page: https://yl.is/contact

https://patriciabt.com
https://interaction.site
https://crashtests.virtuaza.com

I am neither/nor: developer, designer, security expert, content/SEO expert, whatever 😅

I am: a self-taught very curious person and I love to share

https://yl.is/contact
https://patriciabt.com
https://interaction.site
https://crashtests.virtuaza.com

